
 

SASWR Privacy Notice 
  
  

1. What is this Notice? 

The Society of Anaesthetists of the South Western Region (“SASWR”, “we”, “our” and “us”) is a non-profit organisation 

serving professionals associated with anaesthesia in the South West of England. 

This Privacy Notice relates to our website (saswr.org) (the “Website”). 

SASWR may collect personal information about users of the Website (“you”). When we mention “personal information” in 

this Notice, we mean any information that relates to an identifiable natural person (also known as “personal data”). Your 

name, address, date of birth and contact details are all examples of your personal information, if they identify you.  Where 

we talk about where we “process” your personal information (and “processing” and “processed”) we mean any activity 

relating to personal information, including, by way of example, collection, storage, use, consultation and transmission. 

SASWR takes the lawful and correct treatment of personal information very seriously. We are fully committed to treating 

your personal information in accordance with the principles of data protection, as set out in the General Data Protection 

Regulation (EU) 2016/679 (the “GDPR”). 

This Privacy Notice describes why and how we collect and use personal information and provides information about your 

rights.  It applies to all the personal information you provide to us.  We may use personal information provided to us for 

any of the purposes described in this Privacy Notice or as otherwise stated at the point of collection. 

You should read this Notice, so that you know what we are doing with your personal information. Please also read any 

other privacy notices that we give you, that might apply to our use of your personal information in specific circumstances 

in the future. 

Please note that this Privacy Notice covers our Website only. Other websites linked to or from this Website are not covered 

by this Notice. Such other sites may also make use of their own cookies and will have their own privacy policies. You should 

carefully review the privacy policies and practices of other sites, as we cannot control or be responsible for their privacy 

practices. We do not accept any liability for the privacy practices of third party websites and your use of such websites is at 

your own risk. 

2. What information do we collect about you and how do we use this? 

Under the GDPR, SASWR is a ‘data controller’, which means that we make decisions about how and why we process your 

personal information and, because of this, we are responsible for making sure it is used in accordance with data protection 

laws. 

http://saswr.org/


We collect many different types of personal information about you for lots of reasons. We cannot administer your 

membership without your personal information. Where we don’t need your personal information, we will make this clear, 

for instance we will explain if any data fields in our application forms or member surveys are optional and can be left blank. 

We collect the following personal information from you, for example, when you visit our Website, apply for and obtain 

membership, create an account, correspond with us.  

Category of personal 
information 

Examples of your personal information  

Contact information 
Name, title, address, e-mail address, telephone number, 
place of work 

Financial information membership payment records 

Preference 
information 

Your account settings and communication preferences 

Communication 
information 

Communications between you and us 

Website usage 
information 

When you last logged on, which events you attended 

Feedback information 
Information you provide us when you give us feedback 
on our Website 

  



Category of personal 
information 

Examples of your personal information  

Account information 
Information held in relation to your account on the 
Website, including log in details 

If any of the personal information you have given to us changes, such as your contact details, please log in to the website 

and make changes. You can inform us without delay by contacting:  honsec@saswr.org 

Where we collect information that you voluntarily provide when you complete membership surveys and feedback forms, 

the personal information you provide is anonymised, unless you choose to provide your contact information.  

3. What do we do with your personal information? 

We process your personal information for various purposes. 

We are required by law to always have a permitted reason or justification (called a “lawful basis”) for processing your 

personal information. There are six such permitted lawful bases for processing personal information. The table below sets 

out the different purposes for which we process your personal information and the relevant lawful basis on which we rely 

for that processing.  

Lawful basis and purpose What categories of 
personal information do 
we use 
(see 2 above)? 

Legitimate interests 

  

Administration of membership - management and 

administration of membership records; promotion of 

SASWR products and services; sharing information about 

SASWR activities. 

  

  

Contact information 

Personal 

information 

Financial 

information 

mailto:honsec@saswr.org


Lawful basis and purpose What categories of 
personal information do 
we use 
(see 2 above)? 

To provide you with appropriate products, services and 

member benefits To share information with you about 

SASWR activities 

Contact information 

Newsletters  Contact information 

Processing and managing your membership of our 
organisation 

Contact information 

Personal 

information 

Membership/CCT 

information 

Financial 

information 

Account information 

To provide you with any information you request Contact information 

So that we can communicate with you as necessary Contact information 

Communication 

information 

To carry out analysis about the use of our website Website usage 

information 

Feedback 

information 

To carry out research and statistical analysis Website usage 

information 

Feedback 

information 



We may also convert your personal information into statistical or aggregated form to better protect your privacy, or so that 

you are not identified or identifiable from it. Anonymised data cannot be linked back to you. We may use it to conduct 

research and analysis, including to produce statistical research and reports. For example, to help us understand the 

numbers within different categories of memberships at any given time.  

  

4. Who do we share your personal information with? 

Sometimes we need to share your personal information with other people. 

From time to time we may ask third parties to carry out certain functions for us, such as payment processing or mailing. 

These third parties will process your personal information on our behalf (as our processor). We will disclose your personal 

information to these parties so that they can perform those functions. Before we disclose your personal information to 

other people, we will make sure that they have appropriate security standards in place to make sure your personal 

information is protected and we will enter into a written contract imposing appropriate security standards on them. 

Examples of these third party service providers include service providers and/or sub-contractors, such as third party 

payment processors, mailing houses and our IT systems software and maintenance, back up, and server hosting providers. 

We may also share your personal information with third parties, as directed by you. 

We will only disclose your personal information in accordance with applicable laws and regulations. 

  

6. Where in the world is your personal information transferred to? 

If any of our processing activities require your personal information to be transferred outside the European Economic Area, 

we will only make that transfer if: 

 the country to which the personal information is to be transferred ensures an adequate level of protection for personal 

information; 

 we have put in place appropriate safeguards to protect your personal information, such as an appropriate contract with 

the recipient. 

 the transfer is necessary for one of the reasons specified in data protection legislation, such as the performance of a 

contract between us and you; or 

 you explicitly consent to the transfer. 

  

7. How do we protect your data? 

SASWR takes the security of your personal information seriously. In order to prevent unauthorised access or disclosure and 

unlawful or unauthorised processing and accidental loss, destruction or damage, we have put in place suitable physical, 

electronic and managerial procedures to safeguard and secure the information we collect online. For example, we have 

adopted internal data protection procedures and trained our staff on them with a view to preventing breaches of security.  



We take all reasonable steps to protect any personal information you submit via the website. However, as our Website is 

grouped to the internet, which is inherently insecure, we cannot guarantee the information you supply will not be 

intercepted while being transmitted over the internet.  Accordingly, we have no responsibility or liability for the security of 

personal information transmitted via our Website. 

  

8. For how long does SASWR keep data? 

We hold your personal information only as long as necessary. We will only retain your personal information for a limited 

period of time. This will depend on a number of factors, including: 

 any laws or regulations that we are required to follow; 

 whether we are in a legal or other type of dispute with each other or any third party; 

 the type of information that we hold about you; and 

 whether we are asked by you or a regulatory authority to keep your personal information for a valid reason. 

  

9. Your rights 

You have certain legal rights, which are briefly summarised in the table below, in relation to any personal information 

about you which we hold. 

  

Your right What does it mean? Limitations and conditions of your 
right 

Right of 

access 

Subject to certain conditions, 
you are entitled to have 
access to your personal 
information (this is more 
commonly known as 
submitting a “data subject 
access request”). 

If possible, you should 

specify the type of 

information you would like 

to see to ensure that our 

disclosure is meeting your 

expectations. 

We must be able to verify 

your identity. Your request 

may not impact the rights 

and freedoms of other 

people, e.g. privacy and 

confidentiality rights of other 

staff. 



Your right What does it mean? Limitations and conditions of your 
right 

Right to data 
portability 

Subject to certain conditions, 

you are entitled to receive 

the personal information 

which you have provided to 

us and which is processed by 

us by automated means, in a 

structured, commonly-used 

machine readable format. 

If you exercise this right, you 

should specify the type of 

information you would like 

to receive (and where we 

should send it) where 

possible to ensure that our 

disclosure is meeting your 

expectations. 

his right only applies if the 

processing is based on your 

consent or on our contract 

with you and when the 

processing is carried out by 

automated means (i.e. not 

for paper records). It covers 

only the personal 

information that has been 

provided to us by you. 

Rights in 

relation to 

inaccurate 

personal or 

incomplete 

data 

You may challenge the 

accuracy or completeness of 

your personal information 

and have it corrected or 

completed, as applicable. You 

have a responsibility to help 

us to keep your personal 

information accurate and up 

to date. 

We encourage you to notify 

us of any changes regarding 

your personal information as 

soon as they occur, including 

changes to your contact 

details and telephone 

number. 

Please always check first 

whether there are any 

available self-help tools to 

correct the personal 

information we process 

about you. 

This right only applies to 

your own personal 

information. When 

exercising this right, please 

be as specific as possible. 

Right to 
object to or 

Subject to certain conditions, 
you have the right to object 

This right applies where our 
processing of your personal 



Your right What does it mean? Limitations and conditions of your 
right 

restrict our 
data 
processing 

to or ask us to restrict the 
processing of your personal 
information. 

information is necessary for 
our legitimate interests. You 
can also object to our 
processing of your personal 
information for direct 
marketing purposes. 

Right to 

erasure 

Subject to certain conditions, 
you are entitled to have your 
personal information erased 
(also known as the “right to 
be forgotten”), e.g. where 
your personal information is 
no longer needed for the 
purposes it was collected for, 
or where the relevant 
processing is unlawful. 

We may not be in a position 

to erase your personal 

information, if for example, 

we need it to (i) comply with 

a legal or statutory 

obligation, or (ii) exercise or 

defend legal claims. 

Right to 
withdrawal of 
consent 

Where our processing of your 
personal information is based 
on your consent you have the 
right to withdraw your 
consent at any time. 

If you withdraw your 
consent, this will only take 
effect for future processing. 

Where our processing of your personal information is based on your consent, you have the right to withdraw your consent 

at any time. If you do decide to withdraw your consent we will stop processing your personal information for that purpose, 

unless there is another lawful basis we can rely on – in which case, we will let you know. Your withdrawal of your consent 

won’t impact any of our processing up to that point. 

Where our processing of your personal information is necessary for our legitimate interests, you can object to this 

processing at any time. If you do this, we will need to show either a compelling reason why our processing should continue, 

which overrides your interests, rights and freedoms or that the processing is necessary for us to establish, exercise or 

defend a legal claim. 

 

10. Who can I contact about this Notice? 

Questions, comments and the exercise of your rights regarding this Privacy Notice and your personal information are 

welcomed.   



If you wish to make a complaint on how we have handled your personal information, please contact us as soon as possible. 

If you are not satisfied with our response or believe we are processing your personal information in a way that is not in 

accordance with the law, you have the right to lodge a complaint with the supervisory authority in the UK responsible for 

the implementation and enforcement data protection law: the Information Commissioner’s Office (the “ICO”).  You can 

contact the ICO via their website – https://ico.org.uk/concerns/ - or by calling their helpline – 0303 123 1113.  

  

11. Changes to our Privacy Notice 

We keep our Privacy Notice under regular review and we will always include the latest version of the Privacy Notice on this 

web page. We encourage you to check this notice on a regular basis. 

  

This Privacy Notice was last updated in January 2019 
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